
FMCSA System Release Notices 
 
The following FMCSA systems will be updated or released on October 7, 2006: 

• EMIS 6.5 (updated) 

• MCMIS (updated) 

• FMCSA Secure Encrypted Access Application (available for download from 
http://infosys.fmcsa.dot.gov) 

 

 

 

EMIS 6.5 Release Notice 
October 7, 2006 Release 

 
The following changes will be implemented in version 6.5: 

1) Overall Enhancements 

• Completed implementation of Part 386 to record and track enforcement 
activities involved in the arbitration, written evidence, and hearing processes.  

° Created a number of new activities along with additional new alerts. 

° A new arbitration payment module now records the fine payment 
changes, if any, as a result of the arbitration decision. 

• Implemented the standard country list in the Physical and/or Mailing Address 
to accept new country data uploaded from CaseRite. 

 
2) Application Fixes  

• Modified the case status component to allow cases to be closed with 
enforcement under the proper scenarios.  

• Modified the alert code to properly turn on/off the NDFAO (Notice of Default – 
Final Agency Order) alert. 

• Modified the database table to set correct dates for the OSC-NFAO (Order to 
Show Cause – Notice of Final Agency Order), OCO-NFAO (Order to Cease 
Operations – Notice of Final Agency Order), and OCO (Order to Cease 
Operations) planned effective alerts. 

• Modified the system to correctly determine the timeliness of the subject’s 
reply after the Associate Administrator (AA) grants a time extension for carrier 
to reply. 

• Corrected the issue deleting the existing payment schedule. 

• Corrected the issue with the 90-day clock when a subject files a petition for 
reconsideration. 
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• Corrected the issues with alerts, 90-day clock, and case status changes 
when the AA and /or Administrative Law Judge (ALJ) issue a final order. 

• Modified the system to correctly display all available outcomes of the ALJ 
final order. 

• Modified the system to correctly restore all alerts, when a Missed Payment 
Letter is deleted. 

• Corrected the issue about the alert date containing the year 1900/1800.  

• Adjusted a parameter to allow a large data file to be uploaded from CaseRite. 

 

 

 

MCMIS Release Notice 
October 7, 2006 Release 

 
The following changes will be implemented: 

3) Overall Enhancements 

• Shipper Only Reviews 

° MCMIS will now accept HM Shipper Only Reviews and HM 
Shipper/Security Contact Review (SCR) uploads from CAPRI performed 
on a company whose company type is carrier/shipper.  

• PDF Files Uploaded to EDMS 

° The PDF files of the required reports automatically generated in CAPRI 
6.5.0.36 will now be uploaded into EDMS.   
 
The documents will be available in EDMS after the review/audit has been 
authorized in MCMIS.   
 
A link will be provided from EDMS to MCMIS, which will enable the PDF 
copy of the reports to be viewed within MCMIS. 

° The Office of Enforcement will send out a policy memorandum to 
enforcement personnel, to provide guidance and procedures for 
uploading Compliance Reviews (CR) and Safety Audits (SA), scanning 
the signature page, ensuring quality control of the package in MCMIS and 
EDMS, and disposing of the signature page. 
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FMCSA Secure Encrypted Access Application Release Notice 
October 7, 2006 Release 

 

MC-SEA v1.1 is available for download from http://infosys.fmcsa.dot.gov or http://fmcsa-
ts.dot.gov/.  

1) The new FMCSA Secure Encrypted Access (MC-SEA) application 
incorporates both the UAS and VPN applications.  

• The benefits of combining the two are that there will only be one application 
to run and users will be able to change their own password at any time. Users 
will no longer need to log on using both VPN and UAS. Instead, entering a 
single username and password will handle both authentication and the 
establishing of the VPN tunnel. Also, users will now be able to easily 
determine whether or not authentication is running via the VPN padlock icon.  

• Note: This application is not applicable for a small portion of FMCSA users, 
including those who do not currently use VPN client software for connectivity. 
If unsure if this application applies to you, please contact FMCSA Technical 
Support at 617-494-3003. The installation instructions for this application are 
available on the FMCSA Information Systems web site:  
http://infosys.fmcsa.dot.gov 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
These applications will be updated or available for download from the Information 
Systems Web site at http://infosys.fmcsa.dot.gov/ on October 7, 2006.  If you have 
questions regarding this release, please contact FMCSA Technical Support at:   

• (617) 494 - 3003 

• FMCTechSup@volpe.dot.gov  

• http://fmcsa-ts.dot.gov 
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